Required Procedures to Perform After Receiving New CAC
1.  	 Prior to obtaining a new CAC, ensure that any encrypted files (Documents, spreadsheets, etc.) are unencrypted.  If not you will not be able to open files with new CAC.
2.  	After receiving new CAC, the certificates must be uploaded into the GAL.  Within Outlook click on “Tools”, “Trust Center”, and then “E-mail Security.”  In the “Encrypted e-mail” window click on “Settings.”
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3.	In the following window click the “choose” button that corresponds with the “Signing Certificate” and select the non-email certificate.  Proceed to do the same for the “Encryption Certificate” but chose the e-mail certificate for this one.  Click “OK” when done.
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4.	Click on “Publish to GAL” and follow the prompts.
[image: ]
5.	 Now you must log into AKO using your username & password to configure your CAC to log into AKO and other military sites.  Once logged into AKO, click on “My Account”, “Log in Options”, and the “CAC/Certificate Registration.”
6.	Proceed to clear old CAC by clicking on “Clear Registered Information.”  Afterwards proceed to register new CAC.  Follow the different prompts and when completed, a window will appear indicating that your CAC has been registered with AKO.
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