In order to gain access to Defense Personnel Data System (DCPDS), Customer Support Unit (CSU)/Art Gatekeeper, Business Object Applications (BOA), and/or Oracle Training Administrator (OTA)/ (HRD), follow these instructions:

Please complete the SANAR form and the DCPDS User form. You are also required to submit a copy of your Information Assurance Awareness Training certificate. The Information Assurance Awareness Training link provides instructions on how to complete the training.

Please be aware that your CAC card name has to match your SF-50 information to be able to access DCPDS. Name changes or misspelled names must be fixed before an account can be established.

SANAR Form

Part 1 - All employee information, please make sure you have an AKO account as you will need your AKO username. 

Part 1 (#5) list one or more of the following:

- Defense Personnel Data System (DCPDS) - Process Request for personnel actions 
- Customer Support Unit/Art Gatekeeper (CSU) - See employees’ information in Portal and run SF 75 information 
- Business Object Applications (BOA)- To run in-depth reports 
- Oracle Training Administrator (OTA)/(HRD)- To input training

Part 2 – Supervisor’s information NOTE: Supervisors must verify with the Security Office to see that a Background check was complete. That means 
Name, title, phone number and organization need to be filled out. Supervisor’s signature is required to verify block 16. 

Part 3 - Information Assurance Security Officer’s (IASO) signature and 18-20 (Name, Phone and email) completely filled in.  Please ensure your computer training is up to date and you submit a copy of your certificate to the CPAC Information Systems Branch.

DCPDS User Form

Select New/Change Request or End Date. Enter the installation or location name. The level of access should always be Secure User. Please make sure to annotate your Grade, Job organization role, Employee Name, SSN and your AKO email. Please do not forget to enter your AKO email as that is very important. For system responsibility, you need to annotate Administrator or Manager Access. 

Administrator access – Access to Initiate and Request Actions only 
Manager Access- Access to Initiate, Request and Authorize Actions

Disregard IP/Printer name and Security Profile. Please fill in the Organization Component ID which would be made up of the CPO-ID, Command
Code, UIC, and organization code (Ex: FR/BA/W6CHAA/37%) so I will know what records that you require access to.  If you are not sure of what organization components you require access to, contact your staffing specialist. If you require a group box, please provide the name of the group box. Refer to the instructions above to determine whether you need to check Initiator, Requestor and/or Authorizer as it pertains to the Admin or Manager account. The CPAC Information Systems Branch can only set up access for Appropriated funds; you will need to contact NAF if you require access to Non-Appropriated employees’ information.

Note: Make sure that you have JRE Software (Java Runtime Environment), Ghost Gum and Client programs loaded on your PC. You will need the assistance from IT support at your location to download JRE and Ghost View software that can be found on CHRA's website at: http://www.chra.army.mil/ (Under HR Systems, DCPDS Workstation Downloads.


If you have any questions, please contact the CPAC Information Systems Branch for assistance.  


